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# Incident Name:

## Isolate affected systems:

## Command Decision Team approved isolation from network? YES NO

If YES: date, time, method, and systems isolated:

If NO, reason:

# Backup or forensic image of affected systems:

## System backup or forensic image successful for all systems? YES NO

Method and name of persons who obtained backup or forensic image:

Date and time backup / forensic image started:

Date and time backup / forensic image complete:

Backup / forensic image turned over to:

Signature: Date:

Backup / forensic image Storage Location:

Incident Containment Form by: Date and Time of Form:

Title: Signature: